
   

 

   

   
 

   

   

 

   

   Int. J. Electronic Finance, Vol. 4, No. 3, 2010 269    
 

   Copyright © 2010 Inderscience Enterprises Ltd. 
 
 

   

   
 

   

   

 

   

       
 

Personal innovativeness, security and privacy  
as determinants of e-trading adoption 

J.C. Roca, J.J. García Machado* 
and J.J. de la Vega 
Department of Financial Economics, 
Accounting and Operational Management, 
University of Huelva, 
Plaza de la Merced, No. 11, 21002, Huelva, Spain 
E-mail: jcroca@uhu.es 
E-mail: machado@uhu.es 
E-mail: vega@uhu.es 
*Corresponding author 

Abstract: Motivated by the growing interest in electronic brokerage firms,  
we focus our research questions on examining the factors that contribute  
to acceptance of online trading systems. The research model, based on a 
Technology Acceptance Model (TAM) and added perceived security, perceived 
privacy and personal innovativeness, was tested by means of a Partial Least 
Square (PLS) modelling approach. The findings indicate that perceived 
security, Perceived Usefulness (PU) and personal innovativeness are positively 
related to behavioural intentions. 
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1 Introduction 

Faster internet connections along with the ubiquity of personal computers allow an 
increasing number of investors to manage their finances online, at virtually any hour of 
the day or night. The growth of the online brokerage industry is fundamentally changing 
the relationship between broker-dealers and their customers by allowing individuals  
to deal with their own investments in a way never possible before. Online trading gives 
traders an opportunity to trade stocks, options, currencies and futures all over the world 
without the physical presence of a broker, and at much lower commissions because 
everything is done online. 

In this research, we define online trading as the act of placing buy/sell orders for 
financial securities or currencies with the use of a brokerage’s internet-based proprietary 
trading platforms. An Online Trading Site is a brokerage house that allows online 
investors to buy and sell stocks and obtain investment information from its  
website. Two factors are contributing to the enormous growth of online investing.  
First, the internet gives ready access to raw data. Second, investment houses can offer 
transactions at lower prices than traditional methods by eliminating the need for brokers 
or financial advisers. Internet is a powerful resource in that it allows investing to  
be done directly online. However, before investors use the internet for online investing, 
they should have an overall understanding of the potential risks that are inherent to 
investing. 

E-trading is a growing practice around the world. However, such a practice involves  
new risks: 

• consistency of technology 

• compliance with corporate policies and legal requirements 

• data and service availability, including business recovery planning 

• data confidentiality and privacy standards 

• customer security practices/authentication of customers. 

In the Information Systems (ISs) domain, we find a considerable amount of academic 
research that has used the TAM to predict and explain the determinants of Information 
Technology (IT) acceptance and utilisation among users (e.g., Agarwal and Karahanna,  
2000; Barki and Hartwick, 1994; Venkatesh, 2000; Venkatesh and Davis, 1996, 2000).  
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A number of empirical studies have confirmed that TAM yields highly consistent results 
in the acceptance of technology by users (e.g., Chang and Cheung, 2001; Gefen and 
Straub, 1997; Liao and Cheung, 2001). 

Consumers obtain benefits from shopping online, such as broader selections, 
competitive pricing and greater access to information (Alba et al., 1997; Jarvenpaa  
and Todd, 1997; Peterson et al., 1997), but at the same time, their participation  
in online retailing is also affected by factors such as security and privacy concerns 
(Hoffman et al., 1999). Online transactions often require sharing of sensitive personal 
information (i.e., mailing address, telephone number) and financial information  
(i.e., credit card numbers) between the transacting parties. Trust helps assure that one  
party will not take advantage of the vulnerability of the other during or after the 
transaction. 

In this research, we focused our attention on examining the influence of personal 
innovativeness, perceived security and perceived privacy on the TAM constructs. 
Specifically, this work was to confirm the influence of these constructs jointly with PU 
and Perceived Ease of Use (PEU) on behavioural intention to use online trading services. 
Therefore, the fundamental problem that motivated this study is which factors determine 
investor acceptance and use of online trading services. 

2 Theoretical background 

2.1 The Technology Acceptance Model 

Theory of Reasoned Action (TRA), a widely researched model in the social psychology 
domain developed by Fishbein and Ajzen (1975), which suggests that an individual’s 
beliefs influence his or her attitude, joins subjective norms in shaping the behaviour 
intention that finally influences his or her actual behaviour. 

TAM (Davis, 1989) was adapted from TRA and proposes that when a user describes 
a new technology as useful and easy to use, the more positive his or her attitude towards  
the technology will be, and the greater his or her intention to use it. TAM was designed  
to explain or predict individual-level technology acceptance across a wide range of 
computing technologies and user groups. Davis asserted that PU and PEU represent the 
beliefs that lead to such acceptance. Thus, TAM identified two key beliefs: PU and PEU. 
PU is defined as “the degree to which a person believes that using a particular system 
would enhance his or her job performance”, and PEU is defined as “the degree to which a 
person believes that using a particular system would be free of physical and mental 
effort” (Davis, 1989, p.320). TAM specifies that system usage is determined by a 
behavioural intention to use the system and by the person’s attitude towards using it 
(Davis et al., 1989). It also assumes that PEU influences PU, and therefore acceptance, 
indirectly because, all things being equal, the easier a technology is to use, the more 
useful it will be. 

Over the years, several researchers have empirically tested TAM to explain the 
attitudes and behaviours of IS users (Mathieson, 1991; Taylor and Todd, 1995a; 
Venkatesh, 2000; Venkatesh and Brown, 2001; Venkatesh and Davis, 1996, 2000). 
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TAM has been broadened by the addition of other constructs such as computer  
self-efficacy (Compeau and Higgins, 1995), internet self-efficacy (Eastin and  
LaRose, 2000; Hsu and Chiu, 2004; Igbaria and Iivari, 1995; Joo et al., 2000), subjective 
norm (Bhattacherjee, 2000; Taylor and Todd, 1995a; Venkatesh and Davis, 2000) or 
culture (Straub et al., 1997). All these factors have also been found to significantly 
influence user acceptance. 

2.2 Perceived security 

The online environment makes possible data transaction attacks and information theft,  
so consumers’ feelings of insecurity are reflected in their online behaviour. Since trust  
in the e-vendor results from security (Gefen et al., 2003), customers need the application 
of specific security technologies to overcome security concerns, thus, many companies 
have addressed this problem by encrypting transactions, installing firewalls, utilising 
authentication mechanisms and ensuring privacy seals and disclosures (Pavlou, 2003; 
Pavlou and Gefen, 2004). Despite this, prior research found that privacy concerns about 
website security discourage many consumers from purchasing online (Belanger et al., 
2002; Khasawneh et al., 2009; Kim et al., 2008a; Lian and Lin, 2008; Ranganathan and 
Ganapathy, 2002; Yang and Jun, 2002) and many customers are concerned about  
the opportunistic behaviour of vendors and the reliability and security of systems  
(Hwang et al., 2007). 

Laforet and Li (2005) showed that hackers and fraud were cited as the main  
concerns that discouraged use of mobile banking. Hoffman et al. (1999), Park and  
Yoon (2006) found that transactional security is an important factor for building 
consumer trust on the internet. When users have a high perception of security,  
their trusting beliefs will usually lead to a positive effect on the customers’ intention to 
shop online (Flavián and Guinalíu, 2006; Kim et al., 2008b; Lian and Lin, 2008; 
Yousafzai et al., 2003). Furthermore, in online banking, consumers’ concern  
over privacy and security is the leading barrier to its adoption and development  
(Casaló et al., 2007; Chang et al., 2007; Swaminathan et al., 1999; Vatanasombut et al., 
2008; Liao and Wong, 2008). 

2.3 Perceived privacy 

Perceived privacy is the possibility that online companies collect data about individuals 
and use them inappropriately (Jarvenpaa and Todd, 1997; Zorotheos and Kafeza, 2009). 
Customers are often concerned about the privacy of information when they go online,  
and they refuse to give their personal or financial data to any online company as a 
consequence of distrust of these organisations (Hoffman et al., 1999). In the IS domain, 
Featherman and Pavlou (2003) characterised privacy risk as the 

“potential loss of control over personal information, such as when information 
about you is used without your knowledge or permission. The extreme case is 
where a consumer is spoofed meaning a criminal uses their identity to perform 
fraudulent transactions.” 
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In empirical studies, online shoppers have shown concern regarding personal information 
collected through the online vendor, and some researchers have found that when  
customers trust the vendor, they are more likely to provide it. Thus, disposition to trust 
becomes crucial to their decisions about whether to purchase (Gefen, 2000;  
Gefen et al., 2003). In this sense, online consumers hesitate to disclose any personal or 
financial information to companies because they feel that these companies could make 
unauthorised use of their personal details, or this information can fall into the hands  
of third parties simply because internet vendors sell or exchange the data (Lim, 2003). 
Much empirical research has shown that privacy protection is an important factor 
contributing to trust (McKnight et al., 1998, 2002; Mukherjee and Nath, 2007; Han et al., 
2008), which, in comparison with equivalent transactions through traditional channels, 
plays an important role in determining the users’ acceptance of online services  
(Doolin et al., 2005; Hoffman et al., 1999) and online banking (Liao and Cheung, 2002;  
Poon, 2008; Sathye, 1999). 

2.4 Personal innovativeness 

According to the innovation diffusion theory (Rogers, 1995, 2003), people’s adoption  
of new ideas, practices or objects is influenced by individual differences and  
personality characteristics. Rogers (1995) defined personal innovativeness as “the degree 
to which an individual adopts new ideas earlier than other members of a system (p.22)”. 
Following this concept, Agarwal and Prasad (1997, 1998) defined Personal Innovation  
in IT (PIIT) as the willingness of an individual to try out any new IT. The research 
conducted by Agarwal and Prasad indicated that individuals with higher levels of 
innovativeness could be expected to have more positive perceptions of the advantage  
of a specific innovation in terms of image, visibility, ease of use and compatibility, thus, 
individuals with higher PIIT show more willingness to use any new technologies.  
In addition, people who have greater risk-tolerance are more likely to try an  
innovation because they have more positive beliefs about technology use (Hwang, 2009; 
Xu and Gupta, 2009). 

Online trading is an innovative behaviour that is more likely to be adopted by 
innovators than non-innovators. It is thus important to include this construct  
to account for individual differences. Its inclusion has important implications for  
both theory and practice. From a theoretical perspective, the inclusion of personal 
innovativeness furthers our understanding of the role of personality traits in innovation 
adoption (Agarwal and Prasad, 1998). From the practical perspective, the identification  
of individuals who are more likely to adopt online trading can be very valuable  
for marketing purposes. Wang and Yang (2006) suggested that personality traits have 
significant moderating effects on influencing the acceptance of e-finance. 

3 The proposed model and research hypotheses 

On the basis of a review of literature, a model indicating the acceptance of online trading  
was developed (Figure 1). The model consists of five factors that we posit to have an 
effect on acceptance of online trading. 
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Figure 1 Research model 

 

3.1 Perceived Usefulness and Perceived Ease of Use 

PU is considered to have a direct effect on intentions to use a technology, and PEU 
involves an individual's assessment of the effort involved in using a system. Empirical 
studies of TAM have shown that PU has a positive effect on the adoption of IT  
(Davis et al., 1989). Prior studies have also demonstrated that PU is positively associated 
with performance, usage, or use intention (Davis et al., 1989; Venkatesh, 1999; 
Venkatesh and Davis, 1996, 2000). Many researches have found that PEU has significant 
effects on PU (Davis, 1989; Davis et al., 1989; Mathieson, 1991; Taylor and Todd, 
1995a, 1995b; Venkatesh and Davis, 1996, 2000). In the e-banking domain, there are no 
consistent results. Cheng et al. (2006) found that PU had the greatest influence on 
customer intention to adopt internet banking. However, PEU did not have a direct impact 
on intention to use, although it affected the PU of customers, which in turn led to 
acceptance of internet banking. However, in other studies, PU and PEU were found to be 
significant antecedents to intention to use internet banking (Luarn and Lin, 2005;  
Wang et al., 2003). Therefore, this study tests the following hypotheses: 

H1: Higher perceived usefulness will lead to higher behavioural intention to use 
online trading services. 

H2: Higher perceived ease of will lead to higher behavioural intention to use online 
trading services. 

H3: Higher perceived ease of use will lead to higher perceived usefulness of online 
trading services. 
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3.2 Perceived security and perceived privacy 

Data and network security concerns, in addition to privacy problems, have been identified 
as the main difficulties that reduce the end-user’s intention to engage in online activities. 
George (2002) showed that attitude towards online shopping was the result of the 
perceived privacy of the online context. Similarly, feelings of security make the attitude 
towards online shopping more positive (O’Cass and Fenech, 2003; Vijayasarathy, 2004). 
According to Flavián and Guinalíu (2006), when customers feel that their personal 
information and data privacy are safely protected, the development of trust positively 
affected the intention to buy. 

Likewise, some researchers indicated that perceptions of privacy protection and 
security have a significant impact on trust in e-commerce, which in turn positively 
influences customers’ behavioural intentions (Mukherjee and Nath, 2007; Suh and  
Han, 2003) 

In this sense, certain authors have shown that security (Aladwani, 2001; Furnell and 
Karweni, 1999; Karjaluoto et al., 2009) and privacy (Liao and Cheung, 2002;  
Poon, 2008) are the key dimensions to adoption and acceptance of online banking. 
Therefore: 

H4: Higher perceived security will lead to higher behavioural intention to use online 
trading services. 

H5: Higher perceived privacy will lead to higher behavioural intention to use online 
trading services. 

3.3 Personal innovativeness 

Empirical research has shown that personal innovativeness can influence user acceptance 
of new innovation (Lu et al., 2005; Mun et al., 2006; Rogers, 1995; Robinson et al., 2005; 
Wang et al., 2006). Mun et al. (2006) confirmed the positive influence of personal 
innovativeness in determining the antecedents of physicians’ intention to use a 
technology. In the e-services context, we found additional support for the inclusion of 
personal innovativeness as an antecedent to customers’ intentions to use online shopping 
(Donthu and García, 1999; Lian and Lin, 2008) and internet banking (Lassar et al., 2005; 
Yiu et al., 2007). Therefore: 

H6: Higher personal innovativeness will lead to higher behavioural intention to use 
online trading services. 

4 Empirical methodology 

A survey was employed in this study to test the hypotheses discussed in the  
previous section. The data collection method used, and the items selected for each of  
the constructs, is presented in the following sections. 

4.1 Data collection 

We targeted 180 business-major students enrolled in an advanced Financial Markets 
course. This course is designed to provide students with specific training and knowledge 
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about advanced Stock Exchange transactions required by the curriculum. The students 
involved in this course were required to use two online trading (www.igmarkets.es and 
www.renta4.com) systems as part of the course. 

The two online trading companies offer practice web-based accounts with a virtual 
budget of 100,000€ and 10,000€, respectively. In these four weeks, students used the 
system with the aim of making a profit by the end of the course. They were asked  
to spend the virtual budgets on making transactions with stocks, currencies, futures, 
options and bonds. This way, they gained experience of the e-trade system and were able 
to evaluate it at the course-end. All participants were asked to answer a questionnaire  
at the last session of the course; 122 were returned, of which 48 belong to male students 
and 55 to female students. In terms of age, although we did have a variety of ages in the 
samples, most of the respondents fell into the <35 years age category, as can be seen  
in Table 1. Of the returned questionnaires, 19 were only partially completed and therefore 
excluded from the data analysis, resulting in an effective response rate of 57%. 

Table 1 Sample characteristics 

 n Percentage 

Gender   
Male 48 46.6 
Female 55 53.4 
Age   
18–25 32 31.1 
26–35 49 47.6 
>35 22 21.3 
Years at university   
1–2 39 37.8 
3–4 52 50.4 
5–6 12 11.6 
Years of internet experience   
<1 2 1.9 
1–3 7 6.8 
3–5 28 27.2 
>5 66 64.1 

4.2 Measures 

The measures used in this paper were mainly adapted from relevant prior studies. 
Responses were recorded on a 7-point Likert-type scale ranging from 1 (strongly 
disagree) to 7 (strongly agree). Scales of PEU and PU were modified from the previously 
validated items developed by Davis (1989). Scales of perceived security and perceived 
privacy were measured by the items derived from Cheung and Lee (2001),  
Ranganathan and Ganapathy (2002), O’Cass and Fenech (2003) and Flavián and  
Guinalíu (2006). Personal innovativeness was taken from Agarwal and Prasad (1998). 
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Items measuring continuance intention were adapted from prior work by  
Mathieson (1991) and Bhattacherjee (2001). 

5 Data analysis 

Reliability was examined using the composite reliability values and Cronbach’s alpha.  
As listed in Table 2, all of these values were greater than 0.7, well above the common 
acceptance levels of 0.7 (Nunally, 1978). 

Table 2 AVE and reliability 

 AVE Composite reliability Cronbach’s alpha 

Behavioural intentions 0.74 0.90 0.83 
P. Ease of Use 0.68 0.74 0.71 
Personal innovativeness  0.73 0.89 0.82 
P. privacy 0.66 0.80 0.73 
P. Usefulness 0.65 0.83 0.74 
P. security 0.63 0.86 0.76 

Convergent validity was evaluated for the measurement scales using two criteria 
suggested by Fornell and Larcker (1981). First, all factor loadings should be significant 
and exceed 0.70. Second, the Average Variance Extracted (AVE) for each construct 
should exceed the variance due to measurement error for that construct (i.e., should 
exceed 0.50). All items loaded (Table 3) on their constructs from 0.71 to 0.91 and,  
as shown in Table 2, the AVEs all exceed 0.50 indicating an adequate convergent validity 
for the model. 

Table 3 Outer loadings 

Behavioural intention  
I will use the online trading systems on a regular basis in the future 0.91 
I will frequently use the online trading systems in the future 0.89 
I will strongly recommend others to use 0.78 
Perceived Ease of Use  
Learning to use online trading systems is easy for me 0.89 
It would be easy for me to become skilful at using online trading systems 0.71 
My interactions with the online trading systems are clear and understandable 0.74 
Personal innovativeness  
If I heard about a new information technology, I would look for ways  
to experiment with it 

0.77 

Among my peers, I am usually the first to try out new information technologies 0.88 
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Table 3 Outer loadings (continued) 

Behavioural intention  
In general, I am hesitant to try out new information technologies (R) 0.90 
Perceived privacy  
I am concerned that the online trading systems will use my personal information 
for other purposes without my authorisation 

0.73 

I think that too much of my personal and financial information will be collected 
by the online trading systems 

0.80 

I am concerned about the privacy of my personal and financial information 
during a transaction 

0.81 

My personal and financial information will be shared with other entities without 
my authorisation 

0.79 

Perceived Usefulness  
I would find online trading systems useful in conducting my securities 
transactions 

0.73 

Using online trading systems would make it easier for me to conduct securities 
transactions 

0.84 

Using online trading systems enable me to accomplish securities transactions 
more quickly 

0.77 

Using online trading would improve my performance in conducting securities 
transactions 

0.74 

Perceived security  
I think the online trading systems have sufficient technical capacity to ensure that 
the data I send cannot be modified by a third party 

0.78 

The online trading systems have enough security measures to protect my 
personal and financial information 

0.82 

When I send data to the online trading systems, I am sure that they will not be 
intercepted by unauthorised third parties 

0.75 

I think the online trading systems have sufficient technical capacity to ensure that 
no other organisation will supplant its identity on the internet 

0.87 

The AVE statistic is also used to assess discriminant validity by comparing the square 
root of the AVE with the correlations among the latent variables (Chin, 1998). According 
to Fornell and Larcker (1981), the correlations between items in any two constructs 
should be lower than the square root of the average variance shared by items within a 
construct. In our study, none of the intercorrelations of the constructs exceed the square 
root of the AVE of the constructs (Table 4). 

The model was fitted by a PLS method. Because PLS makes no distributional 
assumptions, statistical significance tests for evaluating PLS path modelling results 
employ a bootstrapping procedure to generate t-statistic and standard errors  
(Chin, 1998). As recommended in this research, we used a bootstrapping with 500 
samples. As shown in Figure 2, PU was related to intention (path = 0.23, p < 0.05).  
This provided full support for H1. H2 was not supported, PEU was not related to 
behavioural intention (path = 0.15, n.s.). In support of H3, PEU was positively related  
to PU (path = 0.35, p < 0.01). Hypothesis 4 stated that perceived security was positively 
related to intention, and it was supported (path = 0.31, p < 0.01). The path from perceived 
privacy to intention was not significant (p = 0.14, n.s.), thus, Hypothesis 5 was rejected. 
Personal innovativeness has a significant positive relationship with intention (path = 0.25, 
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p < 0.01). The percentage of variance explained (R2) of behavioural intention was 32%, 
but was only 12% for PU. In summary (see Table 5), four of the six hypotheses  
were supported using the t-student values commonly accepted (Chin, 1998): p >= 95%, 
t(0’05;499) = 19,647; p >= 99%, t(0’01;499) = 25,857 and p >= 99,9%, t(0’001;499) = 33,101. 
According to these values, Hypotheses 2 and 5 were rejected due to the low values of the 
t-student statistics. 

Table 4 Discriminant validitya 

 1 2 3 4 5 6 
1 Behavioural intentions 0.86      
2 P. Ease of Use 0.34 0.82     
3 Personal innovativeness 0.33 0.11 0.85    
4 P. privacy –0.13 –0.22 –0.28 0.81   
5 P. Usefulness 0.35 0.35 0.16 –0.13 0.81  
6 P. security 0.38 0.36 0.20 –0.44 0.16 0.79 

aDiagonal elements in bold (the square root of AVE). 

Table 5 Summary of hypotheses tests 

 Hypothesised relationship Estimate t-value Supported 
H1 PU→Intention 0.23 2.07 Yes 
H2 PEOU→Intention 0.15 1.38 No 
H3 PEOU→PU 0.35 2.48 Yes 
H4 P. Security→Intention 0.31 2.88 Yes 
H5 P. Privacy→Intention 0.14 1.32 No 
H6 P. Innovativeness→Intention 0.25 2.96 Yes 

Figure 2 Analysis of the research model 
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6 Conclusions 

The goal of this study was to empirically extend TAM to a relatively unexplored context. 
It also represents one of the few attempts to study e-investors acceptance of online 
dealers and stockbrokerage services. We have also examined the effects of perceived 
security, perceived privacy and personal innovativeness. 

The results showed that personal innovativeness, PU and perceived security played  
an important role in affecting e-investors’ intention to use online trading systems. 
Surprisingly, PEU and perceive privacy did not influence intention to use these systems. 
In line with prior research on web-based systems (Chan and Lu, 2004; Cheng et al., 2006; 
Pikkarainen et al., 2004), PEU did not have a significant effect on intention to use.  
One plausible explanation is that these online systems have good navigation structures, 
adequate interfaces and other user-friendly features that help e-investors to use it without 
effort. Therefore, they perceived online trading systems as easy to use. 

E-investors do not doubt the usefulness of online investments, which positively 
affected their intentions to use online dealers and stockbrokerage services. The easy  
to use interface was important in determining perceptions of usefulness. Therefore,  
e-investors with strong beliefs in the effectiveness of their securities transactions through 
online trading systems are more likely to perceive the relative advantages or usefulness 
that the online dealers and stockbrokers provide in comparison with other traditional  
and online investment channels. Thus, e-investors evaluated the performance and 
effectiveness of online investments more positively owing to the web interface of the  
online trading systems. The positive influence of PEU on PU indicates that intuitive or 
effort-free interfaces may contribute to e-investors’ tendency to view online trading 
systems as a valuable instrument to conduct desired/adequate online transactions.  
Those systems with friendly interfaces promote the development of positive beliefs about 
the efficient service or reliable information provided by the electronic brokerage  
firm, and it will in turn affect the e-investors’ intentions to use the online dealers and 
stockbroker services. In contrast, online trading systems with a modern interface or 
friendly screens do not increase e-investors’ intentions to conduct online securities 
transactions. This lack of influence is consistent with prior studies in web services  
(Chan and Lu, 2004; Cheng et al., 2006; Pikkarainen et al., 2004). 

According to prior studies of online shopping (Belanger et al., 2002; Lian and  
Lin, 2008; Vijayasarathy, 2004) or internet banking (Cheng et al., 2006), perceived 
security associated with online dealers and stockbrokerage services was the most 
important determinant for online securities’ transactions. Theoretically, this implies that 
the factor of perceived security works equally well in predicting the acceptance of online 
trading, internet banking or online shopping. Thus, electronic brokerage firms should 
convince potential e-investors of the security features available in their online trading 
systems to improve positive beliefs in online investment. In turn, this finding highlights 
the importance of security threats acting as a barrier to usage of online dealers and 
stockbrokerage services. In line with Cheng et al. (2006), we suggest that electronic 
brokerage firms should emphasise their system security mechanism to assure their 
customers that online trading is a safe way to conduct their transactions. 

In contrast, e-investors were not sensitive to the effects of privacy concerns, 
indicating that a safe system with visible protection may reduce their perceptions  
and assessments of these threats. This finding may be partially explained by the  
security mechanism that protects e-investors’ confidential information from unauthorised 
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or fraudulent use during securities transactions (Kim et al., 2008b). Therefore, when  
e-investors recognise the security and protection mechanism, they tend to reduce their 
concerns about the relative probability of losing personal and financial information  
or its theft by third parties. Kim et al. indicated that 

“although logically it might seem that privacy superfluous when security is 
present, and security is superfluous when privacy is present, our results suggest 
that consumers independently value privacy and security,” (Kim et al., 2008a, 
p.556) 

thus, our study supports their findings. Similarly, Vijayasarathy (2004) argued that this 
may be a reflection of consumers’ resigned acceptance of some level of privacy invasion 
in the internet era. 

Since using online trading systems is a relatively new experience, e-investors’ 
acceptance of this e-service is directly affected by personal innovativeness.  
According to our findings, people with an innovative attitude are more likely to use 
online trading systems, which is consistent with prior studies of e-services (Lian and  
Lin, 2008; Robinson et al., 2005; Yiu et al., 2007). This suggests that e-investors are 
increasingly motivated to use online dealers and stockbrokerage services when their use 
is associated with a significant, relative advantage over traditional investment methods, 
which in turn positively affects their adoption behaviour. These individuals tend to 
perceive e-trading as more compatible with their lifestyle and they feel more comfortable 
using these systems. 

The significant influence of PEU on PU indicates that the effectiveness of  
online trading systems helps to improve e-investors’ beliefs towards conducting online 
investments. However, for online trading systems’ designers, it is not sufficient just  
to develop user-friendly systems with valuable functions. It is also important to assure  
e-investors that they are protected when using their system and, therefore, their security 
concerns should disappear or at least be kept to a minimum. 

Some limitations may affect these results. First, the different dimensions of security 
and privacy were not incorporated in our model. The influence of these dimensions  
on other constructs should be carefully studied in future research. Second, there is still  
a need to find additional variables that can improve a higher R2, for example familiarity, 
loyalty or information quality among others. 

Since the study is cross-sectional in design, future research could undertake a more 
in-depth longitudinal study. Theses studies may be conducted by further extending and 
refining TAM using other constructs as satisfaction, information quality, service quality 
or system quality. 

References 
Agarwal, R. and Karahanna, E. (2000) ‘Time flies when you’re having fun: cognitive absorption 

and beliefs about information technology usage’, MIS Quarterly, Vol. 24, No. 4, pp.665–694. 
Agarwal, R. and Prasad, J. (1997) ‘The role of innovation characteristics and perceived 

voluntariness in the acceptance of information technologies’, Decision Sciences, Vol. 28,  
No. 3, pp.557–582. 

Agarwal, R. and Prasad, J. (1998) ‘A conceptual and operational definition of personal 
innovativeness in the domain of information technology’, Information Systems Research,  
Vol. 9, No. 2, pp.204–215. 



   

 

   

   
 

   

   

 

   

   282 J.C. Roca et al.    
 

    
 
 

   

   
 

   

   

 

   

       
 

Aladwani, A.M. (2001) ‘Online banking: a field study of drivers, development challenges, and 
expectations’, International Journal of Information Management, Vol. 21, No. 3, pp.213–225. 

Alba, J., Lynch, J., Weitz, B., Janiszewski, C., Lutz, R., Sawyer, A. and Wood, S. (1997) 
‘Interactive home shopping: consumer, retailer, and manufacturer incentives to participate in 
electronic marketplaces’, Journal of Marketing, Vol. 61, pp.38–53. 

Barki, H. and Hartwick, J. (1994) ‘Measuring user participation, user involvement, and user 
attitude’, MIS Quarterly, Vol. 18, No. 1, pp.59–82. 

Belanger, F., Hiller, J.S. and Smith, W.J. (2002) ‘Trustworthiness in electronic commerce: the role 
of privacy, security, and site attributes’, The Journal of Strategic Information Systems,  
Vol. 11, Nos. 3–4, pp.245–270. 

Bhattacherjee, A. (2000) ‘Acceptance of internet applications services: the case of electronic 
Brokerages’, IEEE Transactions on systems, Man, and Cybernetics – Part A: Systems and 
Humans, Vol. 30, pp.411–420. 

Bhattacherjee, A. (2001) ‘An empirical analysis of the antecedents of electronic commerce service 
continuance’, Decision Support Systems, Vol. 32, No. 2, pp.201–214. 
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